An event or situation that has the potential for causing undesirable consequences or impact.

Response:

A.Threat Event
B.Threat Assessment
C.Threat Source
D.Threat Scenario

Answer: A

In which type of access control do user ID and password system come under?

Response:

A. Administrative
B. Technical

C. Power

D. Physical

Answer: B

The Organization Level (Tier 1) strategy addresses/requires
Response:

A.*Assessment of Risks *Evaluation of
Risks *Mitigation of Risks *Acceptance
of Risk *Monitoring Risk *Risk
Management Strategy Oversight

B.*Mitigation of Risks
*Acceptance of Risk




*Monitoring Risk

*Risk Management Strategy Oversight
* Assessment of Risks

* Evaluation of Risks

C. *Acceptance of Risk

*Assessment of Risks

*Evaluation of Risks

*Mitigation of Risks

*Monitoring Risk

* Risk Management Strategy Oversight
D. *Evaluation of Risks

*Mitigation of Risks

*Acceptance of Risk

*Monitoring Risk

* Assessment of Risks

* Risk Management Strategy Oversight

Answer: A

Individual, group, organization, or government that conducts or has the intent to conduct detrimental
activities.
Response:

A. Adversary

B. Enterprise
C. Countermeasures
D. Assurance

Answer: A

Choose from the following options the U.S. government repository of standards-based vulnerability
management data where you can easily find the NIST standards for guidance on continuous monitoring.
Response:

A. NIST SP 800-37

B. NVD
C. SCAP
D. ISCM

Answer: B



